Adatkezelési tajékoztato
Hatalybalépés: 2025-09-23; Verzio: 1.0.

Hataly es cel

Ez a tajékoztatd az online szolgaltatasainkra, weboldalainkra, funkciokra és tartalmakra, valamint
kapcsolodo kiilsé online jelenléteinkre (pl. kozosségi médiaprofilok) terjed ki, a GDPR
atlathatésagi kotelezettségeinek megfelelen.

Célja, hogy kozérthetéen ismertesse a kezelt adatok korét, a jogalapokat, a cimzetteket, a
meg6rzési idoket, az érintetti jogokat és a rendelkezésre all6 jogorvoslati lehetéségeket.

Adatkezelo

Név: Krisztian Cseh.
Cim: Briicker Mauspfad 609, 51109 Kdln, Németorszag.
E-mail: cseh1717@gmail.com

Fogalommeghatarozasok

Személyes adat: azonositott vagy azonosithato természetes személyre vonatkozd barmely
informécio (pl. IP-cim, online azonositok) a GDPR szerint.

Pseudonimizalas: olyan adatkezelés, amelyben a személyes adatok kiegészité informacio nélkl
mar nem rendelheték hozza egy konkrét érintetthez, és a kiegészité informaciét kilon és
megfelelé miszaki/szervezési intézkedések mellett kell tartani.

Profilalkotas: személyes adatok automatizalt kezelése természetes személyre vonatkozo jellemzék
értékelése céljabal (pl. érdekl6dés, viselkedés, hely).

Kezelt adatok kore

- Hasznalati és napldéadatok: meglatogatott oldalak, kattintasok, megtekintett tartalmak,
idébélyegek, bongész6/0S adatok, részben réviditett IP-cim.

- Meta-/kommunikacios adatok: eszkdzinformaciok, anonimizalt vagy pszeudonimizalt azonositok,
Uzenetkildés soran megadott elérhetéségek.

- Helyadatok: legfeljebb hozzavetbleges (varos/szint) foldrajzi célzas hirdetési rendszerekben,
kizarolag hozzajarulassal.

Ceélok és jogalapok

- Szolgaltatas nyujtasa, mikodés és rendelkezésre allas: a szerzédés teljesitése vagy jogos érdek
a szlikségesség aranyaban.

- IT-biztonséag, incidenskezelés és csalasmegel6zés: jogos érdek.

- Kapcsolattartas és megkeresések kezelése: szerz6dés vagy jogos érdek].

- Statisztika, analitika, konverziomérés: nem létfontossagu cookie/azonositd esetén elézetes
hozzéjarulas.

- Marketing és hirdetések (személyre szabott vagy nem személyre szabott): EGT/UK/CH
felhasznaldk esetén elézetes, kifejezett hozzajarulas és megfelel6 CMP alkalmazasa.

A hozzajarulas barmikor, ugyanolyan kénnyen visszavonhatd, mint ahogyan megadasra ker(lt, és
a visszavonas nem érinti a korabbi kezelés jogszerliségét.

Cookie-k es hozzajarulas-kezeles (CMP)

Nem feltétlenll szlikséges cookie-k csak elézetes, informalt és egyértelm( hozzajarulas utan
aktivalhatok; gorgetés vagy csupan béngészés nem mindsil érvényes hozzajarulasnak az EDPB
irAnymutatasai szerint.

Google AdSense/Ad Manager/AdMob hasznalatakor az EGT/UK/CH térségben Google-tanusitott,
IAB TCF-integralt CMP kotelezé 2024-01-16 6ta, és a személyre szabott vagy nem személyre
szabott kiszolgalas is hozzajarulasfiiggé.

A CMP-ben kuilon célként jelenjen meg az ,,Analitika” és a ,Hibajelentés/Teljesitmény”, és a
Firebase Analytics/Performance/Crashlytics csak a megfelelé hozzajarulasok utan aktivalédjon, a
Google felé a hozzajarulasi jelzések tovabbitdsa az IAB TCF szerint térténjen.



Cimzettek es adatfeldolgozok

- Tarhely- és IT-szolgaltatok: Gzemeltetés, hibatlrés, napldzas, titkositas, adatfeldolgozéi

szerz8dés szerint.

- Google Ireland Limited / Google LLC: hirdetéskiszolgalas, konverziomérés, személyre szabas
vagy nem személyre szabott megjelenités a CMP-ben rogzitett hozzajarulas alapjan.

- Google Cloud/Firebase (Google Ireland Limited és Google LLC): Firebase Authentication, Cloud
Firestore/Realtime Database, Hosting, Crashlytics, Performance Monitoring és Analytics
komponensek Uizemeltetése adatfeldolgozéi minéségben a Firebase Data Processing and
Security Terms szerint, a nem feltétlenil sziikséges technologiak aktivalasa kizarélag a
CMP-ben rogzitett hozzajarulasok alapjan torténik

Adatlokacié: az adatbazisok és taroldk régioja az EU-ban kerl kijelolésre (pl. Firestore eur3 vagy
regiondlis EU helyszinek; Realtime Database EU régio), a bedllitas a Firebase konzolban térténik
A cimzettek az adatkezelé dokumentalt utasitasai szerint jarnak el, megfelelé garanciakkal és
szerz8déses kotelezettségekkel.

Google szolgaltatasok (AdSense, Google Ads)

Személyre szabott hirdetésekhez és remarketinghez érvényes, elézetes hozzajarulas szlkséges; a
hozzéjarulas hianyaban csak nem személyre szabott (kontextualis) hirdetések szolgalhatok ki, a
Google-iranyelvek és az ePrivacy kévetelményei szerint.

A CMP-ben rogzitett dontések kommunikalasa az IAB TCF keretrendszeren keresztil torténik, a
Google altal elvart ATP-deklaraciéval és consent jelzésekkel.

Firebase szolgaltatasok

Firebase Analytics és Performance Monitoring csak el6zetes, kifejezett hozzajarulassal
aktivalhatd, mivel eszk6zazonositokhoz és klienseszk6z-hozzaféréshez kétédik; a gydjtés az
SDK-ban hozzéjarulasig letilthatd, majd a hozzajarulas visszavonasakor ismét blokkolhato, az
alkalmazas-példany azonositéinak kezelése és helyi adatok torlése elérhetd.

Firebase Crashlytics hibajelentések és mliszaki azonositok feldolgozasat végzi; EGT-ben ennek
bekapcsolasa csak opt-in hozzajarulassal megengedett, és az SDK-t hozzajarulasig nem szabad
inicializalni.

Firebase Hosting webes kérések naplozasat és metrikait Cloud Loggingon keresztil biztosithatja;
a napldk rendszer-szintli adatok (pl. IP, user-agent) kezelését foglalhatjak magukban tizemeltetési
célbdl.

Firebase Authentication a bejelentkezéshez szilkséges személyes adatokat (pl. e-mail, hitelesitési
napldadatok) kezeli; a nemzetkdzi adattovabbitasokra a DPF/SCC mechanizmusok az irdnyadok a
Firebase feltételei és az unids szabalyok szerint.

Nemzetko6zi adattovabbitas

Ha adatok az EGT-n kivilre kertinek (pl. USA), az adattovabbitas jogalapja lehet az Europai
Bizottsag megfeleléségi hatarozata az EU-USA Adatvédelmi Keretrendszerre (DPF) vonatkozéan,
vagy az Europai Bizottsag altal elfogadott altalanos szerzédési feltételek (SCC-k) kiegészité
garanciakkal.

A tovabbitas csak akkor torténik, ha a cimzett fél megfelel a DPF-tanusitasnak, vagy megfelel6
szerzddéses/technikai-szervezési intézkedések biztositjak az egyenértékl védelmi szintet.

A Firebase szolgaltatasok igénybevételekor eléfordulhat EGT-n kivili (pl. USA) feldolgozas; az
adattovabbitas jogalapja az Europai Bizottsag megfeleléségi hatarozata az EU-USA Adatvédelmi
Keretrendszerrel kapcsolatban és/vagy az EU altalanos szerz6dési feltételei, a Firebase
adatfeldolgozasi feltételeinek megfeleléen.

Megorzes es torles

A tarolasi korlatozas elve szerint a személyes adat csak a cél eléréséhez sziikséges ideig tarthato
meg, ezt kdvetden t6rdini vagy anonimizalni kell.

A konkrét megdrzési id6k a tevékenysegekhez és jogi kdtelezettségekhez igazodnak, és
rendszeres felllvizsgalatuk szilkséges a tulmegdbrzés elkerilésére.

Firestore esetén TTL-szabalyokkal automatizalt torlés allithatd be a tarolasi korlatozas elve



érvényesitésére; Analytics esetén az SDK biztosit gy(ijtés-szlineteltetési és azonosito-kezelési
opciokat; a Crashlytics adatai a szolgaltatas szabalyai szerint korlatozott ideig érheték el.

Erintetti jogok

Hozzaféréshez vald jog: visszajelzés kérhetd arrdl, hogy torténik-e adatkezelés, tovabba masolat
kérhetd a kezelt adatokrdl és a kezelés részleteirdl.

Helyesbités, torlés és korlatozas joga: pontatlan adatok javitasa, torlés feltételek mellett, illetve a
kezelés korlatozasa meghatarozott esetekben.

Adathordozhatdsag: a hozzajarulason vagy szerzédésen alapuld, automatizalt kezelés esetén
strukturalt, széles kérben hasznalt, géppel olvashaté formatumban kérheté az adatok atadasa.
Tiltakozas: jogos érdeken alapuld kezeléssel szemben, kilondsen kdzvetlen Uzletszerzés esetén,
amelyet a kezelének meg kell szlintetnie, ha nincs elsébbséget élvezé kényszeritd jogos indoka.
Automatizalt dontéshozatal/profilalkotas: nem lehet kizarélag automatizalt déntés hatalya ala
vonni, ha az joghatassal jar vagy hasonldan jelentésen érinti, kivételekkel és megfelel
garanciakkal.

Hozzajarulas visszavonasa: a megadassal azonos konnyedséggel, barmikor, a CMP felliletén vagy
az ,Adatvédelmi beadllitasok” eszk6zon keresztul.

Jogorvoslat és felligyeleti hatosag

Panasz benyujthaté a Nemzeti Adatvédelmi és Informacidészabadsag Hatésaghoz (NAIH): 1055
Budapest, Falk Miksa utca 9-11.; Levelezési cim: 1363 Budapest, Pf.: 9.; Tel.: +36 1 391 1400;
E-mail: ugyfelszolgalat@naih.hu

Az érintett jogosult a felligyeleti hatdsaghoz és birésaghoz fordulni, ha allaspontja szerint
jogsérelem érte a személyes adatai kezelése soran.

Biztonsagi intézkedések

A kockazatokhoz igazodé technikai és szervezési intézkedésekkel biztosithatd a bizalmassag,
integritas és rendelkezésre allas, ideértve a hozzaférés-kezelést, titkositast, naplézast, mentést és
adat-elkulonitést.

Pseudonimizalas és — ahol lehetséges — anonimizalas alkalmazhat6 a kockazatok csokkentésére
és az adattakarékossag tamogatasara.

A Firebase a szerz6dés szerinti biztonsagi és tanusitott kontrollokat alkalmazza
(hozzaférés-kezelés, titkositas, naplozas), amelyek a GDPR szerinti adatfeldolgozéi
kotelezettségek részét képezik.

Ko0zos adatkezeles es harmadik felek

Kulsé platformokon (pl. kdzosségi média) egyes miveletekben k6zos adatkezelés valésulhat meg;
a platform-tzemeltetd sajat szabalyzata iranyadd a sajat adatkezelésére.

Harmadik felek hirdetéstechnoldgiai szolgaltatoi csak az érintett altal jovahagyott, a CMP-ben
kozzétett és kijeldlt korben vehetnek részt a célu adatkezelésben.

Hozzajarulas visszavonasa es beallitasok

A hozzjarulas a weboldal ,Adatvédelmi beallitasok” fellletén vagy a CMP panelen barmikor
mddosithaté vagy visszavonhatd, a sitik és azonositok azonnali letiltasaval.

A cookie-kategoriak, célok, szolgaltatok és megdrzési idék részletes listdja a CMP ,Sitikezelés”
szakaszaban érhetd el, és ott barmikor megvaltoztathato.

Modositasok
A tajékoztato id6rél idére frissllhet; Iényeges valtozas esetén megfeleld értesités torténik, és ha
szlikséges, ismételt hozzajarulas kérhetd.



